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Objectives

 To design a digital lock using FSM that checks if the entered
password matches the stored code.
To write and test the design using Verilog HDL in Quartus Prime.
To implement the design on an FPGA board using switches,
LEDs, and 7-segment displays.
To identify and solve basic hardware issues like button errors
and clock instability.



System Overview



What to expect? 

 System Features
 1. Password input via DIP switches

2. Feedback via LEDs or 7-segment
3. Lock/unlock status
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1

User Manual
Use SW[0] until SW[3] to input number

2 Use SW[4] to set it to password
3 Set SW[4] to 0 before you enter the password
4 After you enter new password, use SW[5] to

check. 

PROJECT RESULT YOUTUBE LINK

https://youtu.be/p_Utu0JUc6M


PASSWORD IS FALSE

User Manual
[0][1][2][3][4][5][6][7][8][9]
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PASSWORD IS TRUE

User Manual
[0][1][2][3][4][5][6][7][8][9]
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TRIES = 0 | LOCKDOWN MODE

User Manual
[0][1][2][3][4][5][6][7][8][9]
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Restriction
SW[4] is sensitive to set the last inputted
value as password.  

If we change the number input to zero before
switch off the SW[4], the set pasword will be
00.

This is due to the structure of the coding.
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Coding



Coding



Testbench
This testbench is designed to
simulate the functionality of a
password-protected digital clock
implemented on an FPGA.  It verifies
key aspects of the design, including
proper handling of user input through
a keypad or switches, and secure
access control via a preset password
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Simulation
Waveform
It simulates both valid and invalid
password attempts, ensuring the
system only grants access upon
correct authentication. The purpose
of this simulation is to validate the
integration of digital clock logic with
user authentication, ensuring both
accuracy and reliability before
hardware deployment.



I/O Pin
Assignments:



RTL Viewer



Performance
Evaluation Item Observation

FPGA logic utilization < 1 %

Total combinational functions 23

Total register 8

Maximum clock frequency 629.72 MHz

Critical path delay -0.588 ns



Compilation
Report



Performance vs Complexity –
Trade-Off Analysis:



Very Low Resource Utilisation:
Implication: The design is extremely lightweight and should operate
efficiently with very low power and minimal propagation delay,
offering high speed in practical terms.

No use of multipliers, memory blocks, or PLLs:
This contributes to low latency, and the system likely performs only
basic logic functions (e.g., simple control, encoding, or switching).

Performance Highlights



Complexity Trade-offs

The design doesn't use any advanced hardware features such as:
Embedded multipliers (0/288)
Memory bits (0/1,677,312)
PLLs (0/4)
ADC blocks (0/2)

 Implication:
Not scalable for signal processing, real-time data acquisition, or
complex algorithms without redesign.



Complexity Trade-offs

Pin Usage (11%):
While only 27 logic elements are used, 38 pins are already occupied.
This suggests the design might involve multiple inputs/outputs (e.g.,
switches, displays).
Could become a bottleneck in future expansions without pin-sharing
or I/O multiplexing.



Conclusion &
Reflection



In this project, we successfully developed a working system that performs the
intended basic functionality. However, several hardware limitations were
encountered—most notably, the malfunctioning of the push button and the
instability of the clock cycle. These issues hindered our ability to implement
the design in a proper FSM (Finite State Machine) style. Additionally, Quartus
Prime's lack of support for the enum construct further restricted our ability to
structure the code according to standard FSM practices.

Despite achieving a functional output, the system remains unstable. With
more time and thorough debugging, this instability could potentially be
resolved. However, due to time constraints, we were unable to carry out
further refinement. Overall, while the project can be considered a partial
success, future work is needed to improve system reliability and fully realise
the intended FSM-based design.
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